






 Identities are protected by special security hardware (TPM) and can’t be stolen 

 The TPM can be used to identify the laptop or; 

 The TPM can be used to identify one or more users (no limitation on the number of users) 

 Al the required software, TPM and RADIUS configurations, TPM management and generation of the digital 

identities, can be fully automated.  

 Any new laptop in your network automatically connects securely to your intranet without IT management 

support or end user actions. 

 Support for SMB Wi-Fi Access Points (Linksys, TP-Link, Sitecom, Level One and more) and enterprise class Wi-Fi 

equipment (Cisco, Juniper, Aruba Networks and others). 

 Scalable from 1-100k+ users. 

 No procurement, personalization and logistics costs for external devices (like smartcards or hardware tokens). 

The TPM is the most cost-effective solution. 

 

How effective is a TPM at protecting the data on a 

computer and restricting the unauthorized network 

access?  

 



 
NOTE: Portions of this article were previously published by Sys-con Journal (www.sys-con.com).   

http://www.trustedcomputinggroup.org/solutions/authentication
http://www.sys-con.com/

